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COMPETENCIES 
 
CISSP, TOGAF, Prince2, 
M365, Azure certified 

Information security 
strategy and delivery 

Risk, compliance and crisis 
planning 

Security awareness and 
advocacy 

Security operations and 
threat Intelligence 

Security architecture 
development 

Security assessments 

Vendor and partner 
management 

Stakeholder management 
and client advisory 

Strategic thinking and 
market differentiation 

Business writing, 
commercial acumen 

Analytical skills, with 
decision-making abilities 

Effective communicator 

Team player and 
autonomous 

With over 20 years of experience in IT, I have honed my skills in collaboration, leadership, and 
governance. As a member of the Oceania Continental Council, I have demonstrated expertise in 
stakeholder management, relationship-building, and raising awareness of our sport throughout 
Australasia, particularly in light of the 2023 and 2024 New Zealand results internationally. 
 
I recently contributed to the Risk and Finance Committee's initiatives to enhance digital trust. This 
experience, combined with my strategic vision and commitment, positions me as a strong candidate 
for the Continental Board Member role for Oceania in sports management. 

COMMUNITY CONTRIBUTION 
 

Since December 2022: Oceania Continental Council Member  
IFSC - International Federation of Sport Climbing 
Contribution to the development and promotion of competitive sport 
climbing in collaboration with national federations in the Oceania region. 

 
PROFESSIONAL EXPERIENCE 
 

Cyber Security Consultant 
NTT Data – Luxembourg – Since November 2024 
Monaco Cyber Sécurité – Monaco – June 2024 to September 2024 
• Advise clients on enhancing their security posture and cyber resilience. 
• Lead client in implementing procedural improvements, enhancing 

compliance and reducing risk through NIST RMF and SP800-53. 
• Develop new services and offers, drive relationships with partners. 
• Drive presales and develop the SOC and cyber consulting business. 
 
 
Information Security Manager – 2 years 
Fujitsu Australia New Zealand – April 2022 to June 2024 
Client-facing: Security governance, risk management and assurance 
functions. Public agencies, energy, banking and financial services sectors. 
 

Key Responsibilities 
Accountable to clients for all their cybersecurity managed services. 
Drive the development of robust information security strategies, providing 
leadership to help safeguard organisational assets. 
Facilitate user awareness, audit, incident preparedness, proactive posture 
assessment, strategic planning and operational services delivery oversight. 
 

Achievements 
• Led multidisciplinary teams. Up to 40 engineers with dotted lines. 
• Adjusted ISO, NIST, NZISM, CIS, CCM and PCI DSS security controls. 
• Recruited and mentored colleagues, expanded service offerings. 
• Used Microsoft Defender XDR to enhance client security. 
• Guided clients in SecOps, MDR and ZTNA architecture selections. 
• Participated in the Fujitsu ISO 27001 and ISO 20000 re-certifications. 
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EDUCATION & 
QUALIFICATIONS 
 
2024 Proofpoint 
Proofpoint Accredited 
Channel Sales Engineer 

 
2023 ServiceNow 
Partner Pre-Sales 
Specialisation in Integrated 
Risk Management 

 
2020 – 2022 Microsoft 
M365 & Azure Cloud 
Certified 

 
2019 – CISSP 
Certified Information 
Systems Security 
Professional (ISC2) 

 
2016 – TOGAF 
The Open Group 
Architecture Framework 

 
2013 – Prince2 
Project Management 
Certification 

 
2012 – Design Thinking 
d.school Design Institute of 
Standford University online 
course 

 
2010 – Progress 
Progress OpenEdge 4GL 
and RDBMS certifications 

 
2007 – HP & Microsoft 
“Realising the Platform 
Values” - Hewlett Packard & 
Microsoft 

 
1997 – Business Degree 
(B.B.A) London Guildhall 
University and Novancia 
Business school, Paris 

 
1995 – Bachelor of 
Technology 
(Btech) Lycée Polyvalent 
Gerard De Nerval, Paris 

 
 
Zespri International (NZ) – April 2016 to April 2022 - 6 years 
Information Security Specialist - 1 ½ years 
Set, develop and maintain the global information security programme. 
Secure assets, assess risks and own the cyber security functions. 
 

Key Responsibilities 
Set the security strategy, its roadmap and governance structure. 
Develop user-centric security standards and corresponding controls. 
Provide cyber security and privacy management reviews and reporting. 
 

Achievements 
• Managed a team of 15 contracting security operations L1-L3 analysts. 
• Headed the new ISMS: NIST Cybersecurity Framework and roadmap, 

security policies, education campaign, introduced a new SOC with 
threat intelligence services, incident and response planning and new 
Azure compliance ISO 27001 and SP800-53 controls baselines. 

• Implemented Sentinel, Defender, DevSecOps, Palo Alto, NAC Aruba, 
Dynatrace, Mimecast, ManageEngine for AD and honey pots. 

• Led and tracked complex security projects within scope and budget. 

 
 
Solutions Architect – Security - 4 ½ years 
Technical leadership and implementation of the security architecture 
domain. Drive the Azure Cloud and SAP security policy. 
 

Key Responsibilities 
Expand the systems architecture to embed security with IT further.  
Point of contact to external auditors and partners. Internal consultant. 
 

Achievements 
• Managed vendor relationships and ISO, SOC2 certification reviews. 
• Incrementally improved the risk, BCP/DRP and crisis planning. 
• Implemented the SWIFT CSP and “B” Architecture with SAP MBC. 

 
 
Operations Analyst - 6 ½ years 
Comvita (NZ) – January 2010 to April 2016 
 

Key Responsibilities 
IT operations monitoring, security, DRP and level 2 & 3 support.  
Solution designs and project integration technical lead. 
 

Achievements 
• Deployed 7 business acquisitions, 8 Third-Party Logistics “3PL” APIs, 

40 retail stores point of sale and 5 regional Oracle e-commerce sites. 
• Completed an ERP cloud migration, slashing maintenance by 90%:  

30 minutes weekly to less than 20 minutes monthly. 
 
PREVIOUS EXPERIENCES 
EDI Support contractor and Freelance Consulting – 2 years 
Radford Software & Seeka (NZ) – Nov. 2007 to Nov. 2009 

 
Sales Engineer – 7 years 
AS-TECH Solutions (France) – March 2000 to March 2007 


